VIRGINIA DEPARTMENT OF TAXATION
Integrated Revenue Management System (IRMS)
Security Administration Authorization

The Virginia Department of Taxation (TAX) requires all external organizations that access the Integrated Revenue Management System (IRMS) to provide secure remote access in order to protect the confidentiality and integrity of TAX information.  In order to mitigate the risk of unauthorized access and attacks resulting from malicious software, TAX requires all computers that will be used to access IRMS to have anti-virus software and a firewall product installed, and to perform anti-virus updates at least every two weeks on each computer from which you are connecting.  

Your Office must appoint one person as your primary IRMS Security Administrator and one person as an alternate IRMS Security Administrator.  The IRMS Security Administrator acts as a liaison between your IRMS users and the Department of Taxation.  This position carries the following responsibilities:

· Request IRMS access for new users 
· Request Termination of access for IRMS users
· Serve as the primary contact point for distributing IRMS Logon ID’s and Passwords that we mail to you
· Ensure all PCs accessing the IRMS system are in compliance with this remote access policy (outlined above)

Instructions:  Complete all items below whenever there is a change in Primary or Alternate Security Administrator.  Print legibly or type, as appropriate.  Signatures of both the primary and alternate security administrator are required.  This form must be approved by the person responsible for making this decision in each organization.  Approval indicates compliance with the anti-virus and firewall requirements described above.

	
Organization Name and Mailing Address: 	FIPS Code/Agency #: ______________________

_______________________________________________________________________________________

_______________________________________________________________________________________

_______________________________________________________________________________________


	
[bookmark: Check1][bookmark: Check2][bookmark: Check3]Type:	(check all	Treasurer  |_|	Commissioner of the Revenue  |_|	Director of Finance  |_|

[bookmark: Check4][bookmark: Check5]	that apply)	Setoff Agency  |_|	Collection Agency  |_|




Who is your designated primary IRMS Security Administrator?

          _________________________	(____)______________	_________________________________
(Print Name)	Area Code/Phone #	E-mail Address

_____________________________ __		________________
(Signature)	Date

Who is your designated alternate IRMS Security Administrator?

          _________________________	(____)______________	_________________________________
(Print Name)	Area Code/Phone #	E-mail Address

_____________________________ __		________________
(Signature)	Date

Approved by:

          _________________________	(____)______________	_________________________________
(Print Name)	Area Code/Phone #	E-mail Address

_____________________________ __		________________	
(Signature)	Date	


Signature indicates approval of Security Administrators and compliance with anti-virus and firewall requirements.

Please FAX this completed form to (804) 774-3898.							SAA
													Rev. 8/14
